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CryptoWits Sp. z o.o Privacy Policy (“Policy”) describes the way we treat personally iden fiable 
informa on that we collect when you are on a site, web portal or web pages operated or owned by 
h ps://crypto-quantum.com/ (“Website”) or affiliated with CryptoWits Sp. z o.o (“h ps://crypto-
quantum.com/ Website(s)”). By using our services or opening an account with us, you are deemed to 
have agreed to the terms of this Policy.  

We adhere to certain prac ces regarding your personally iden fiable informa on, that is, data which can 
be used to iden fy or made iden fiable an individual. 

To be fully compliant with personal data protec on rules we adhere to the following principles in order 
to protect your privacy: 

We respect the right of individuals to access their personal data. 

We will provide you with choices and means to limit the use and disclosure of your personal data. 

We will not rent or sell your personal data to third par es. 

Any personal data that you provide to us will be secured with industry standard safety protocols and 
technology. 

We are commi ed to follow certain principles of personal data received from the EU in reliance on GDPR 
effec ve as of May 25, 2018. 

We will collect your personal data only for the purposes set forth herein. 

We provide you with the means to contact us regarding inquiries or complaints of yours. 

CryptoWits Sp. z o.o aims to ensure that this Policy is always publicly, transparently and easily applicable 
at CryptoWits Sp. z.o.o.’s websites. 

IF YOU DO NOT AGREE TO THIS POLICY, PLEASE DO NOT ACCESS OR USE OUR WEBSITE. 

1. Collec ng Your Personal Informa on 

If you apply for an account with us you will be required to provide us with personal data in order to 
perform our services. 

We collect from you the following personal data that you share with us upon registra on: 

 first name 
 last name 
 e-mail address 

For the purpose of further verifica on of your account (if applicable), you must present to CryptoWits 
Sp. z o.o an iden ty document or send a scan or photo thereof in the .jpg or .png format by means of the 
form on the Website. The scan/photo of the iden ty document must meet the following terms: data on 
the document must be clearly visible, all edges of the document must be visible, no data can be covered. 
The file cannot contain any signs of digital remake (e.g. pain ng over of an element using a graphic 
program). Placement of a watermark is admissible. In case of doubts, CryptoWits Sp. z o.o can ask you to 



send the photo of their iden ty document made so that both the face and their iden ty document can 
be seen simultaneously. 

2. Processing Your Personal Informa on 

Personal data is processed pursuant to the provisions of the Regula on of the European Parliament and 
of the Council (UE) 2016/679 of 27th April 2016 on the protec on of natural persons with regard to the 
processing of personal data and on the free movement of such data, and repealing Direc ve 95/46/CE (J. 
o.L. UE 2016, it. L119) and the Act of 10th May 2018 on the Protec on of Personal Data 

The basis for the processing of data are either your consent or provisions of law that authorize to 
process personal data, including in par cular any relevant laws and regula ons on counterac ng money-
laundering and terrorism financing. 

The provision of data is voluntary, however indispensable for rendering our services. The processing of 
your personal data collected when you register is based firstly on your consent as you read and accept 
the Policy before you create an account and give any personal informa on. You can withdraw your 
consent at any me, going on your personal account. 

In order for us to provide our services we will need to undertake as the collec on, recording, 
organiza on, storage, adapta on / altera on, retrieval, consulta on, use, disclosure / dissemina on, 
along with its erasure or destruc on of your personal data, either among our affiliates or other 
authorized third par es. Our Website does not collect any sensi ve personal data about you (i.e. gender, 
racial origin, financial posi on). 

CryptoWits Sp. z o.o is concerned with protec ng your privacy and have rigid procedures & systems for 
data protec on by design and default in place to protect the informa on against unlawful or 
unauthorized access, accidental loss or destruc on, damage, unlawful or unauthorized use and 
disclosure. We will also take all reasonable precau ons to ensure that our staff and employees who have 
access to personal data about you have received adequate training. 

CryptoWits Sp. z o.o provides sufficient guarantees to implement appropriate technical and 
organiza onal measures in such manner that processing will meet the requirements of GDPR and ensure 
the protec on of the rights of data subject. Indeed, the following specific measures are put in place: 

In providing our service to you we may be required to transmit your personal data to third par es 
located outside the EU countries which could not have the same standards of protec on for personal 
data. By registering your personal data with us, you agree to such transfer and use of your personal data. 
We will at all mes ensure that third par es to whom your data is transferred have commi ed that they 
will comply with our data protec on standards by pu ng in place a contract to ensure your informa on 
is adequately protected. Our collec on, storage and use of your personal data will at all mes con nue 
to be governed by this Policy. 

The Website or other CryptoWits Sp. z o.o Website(s) may contain hyperlinks to websites operated by 
par es other than CryptoWits Sp. z o.o Such hyperlinks are provided for your reference only. CryptoWits 
Sp. z o.o does not control these websites and is not accountable for their contents or how they collect 
and handle your data. 



The processing of your personal data for the purposes described is based on your explicit consent or on 
the necessity to process your personal data for the purposes of legi mate interests, as provided by 
Ar cle 9, 2., (a) and (f) of the GDPR. Once you have established an account with us, we may use your 
personal data for the following purposes: 

 verifying that you are the account holder if you contact us; 
 informing you of any changes affec ng your use of your account with us; 
 contac ng you for marke ng of addi onal products or services we offer; 
 contac ng your for crime and fraud inves ga ons, detec on and preven on; 

When collec ng data, only the personal data absolutely required for that purpose may be requested. 
This means that no data other than what is necessary can be requested, or stored. 

Basically, we consider that your personal data should be retained only while necessary. In par cular, 
personal data should be deleted once the legi mate purpose for which it was collected has been 
fulfilled. However, we may retain personal data even a er an account has been closed or is no longer 
engaged in business with CryptoWits Sp. z o.o if reten on is reasonably necessary to comply with our 
legal obliga ons or meet regulatory requirements, resolve disputes, prevent fraud and abuse, or enforce 
our Policy or our contractual obliga ons. 

We take commercially reasonable efforts to secure your personal data and protect it from unauthorized 
access, use or disclosure. If you provided us with electronic data, we will secure your personal data on 
our servers in a controlled, secure environment, protected from unauthorized access, use or disclosure. 
All electronic personal informa on is transmi ed to other Websites through the use of Secure Socket 
Layer (SSL) encrypted protec on. We will retain your personal informa on for a reasonable period or as 
long as required by law 

We do not knowingly request to collect personal informa on from any person under the age of 18. If a 
user submi ng personal informa on is suspected of being younger than 18 years of age, we will require 
to close his or her account and will not allow to con nue buying or selling digital currencies. We will also 
take steps to delete the informa on as soon as possible. 

3. Your Rights 

As your data controllers, we want to uphold an honest and transparent Policy about your freedoms and 
rights as a user. This Policy outlines the purposes of the processing for which the personal data are 
intended as well as the legal basis for the processing. 

You shall have the right to make a request to us in order to enforce your rights to: 

 Access personal data; 
 Rec fy personal data, when inaccurate or incomplete; 
 Cancel processing of personal data; 
 Object “with legi mate reasons“ the process of his personal data; and/or; 
 Revoke consent for the use, storage, treatment, process and/or, disclosure of personal data. 

The enforcement and upholding of your privacy rights should be requested to us in wri ng and must 
include, at a minimum, the following informa on: 



 your complete name, address and/or e-mail address in order for us to no fy you the response to 
your privacy request; 

 a ached documents establishing your iden ty; 
 a clear and concise descrip on of the personal data with regard to which you seek to enforce 

any of your privacy rights. If you request rec fica on, please indicate amendments to be made 
and a ach documenta on to back up your request. 

In order to enforce of your privacy rights, please contact us by email compliance@enivma.com. Upon 
receipt of your privacy request, and a er due review of its merit, we may then edit, deac vate and/or 
delete your personal data from our Website or services. Please take into account that we may not be 
able to delete all of your data from some our databases and that, if so is the case, we will then mark such 
data as permanently inaccessible. In case of amendment of personal data, you are obliged to perform 
ac ons aiming at upda ng personal data on the account. 

We can deny removal of personal data in a jus fied case (if you have completed transac ons), and in 
par cular if you: 

 have violated terms of use of the Website, or; 
 have violated the effec ve provisions of law, and the maintenance of personal data is 

indispensable for explana on of such circumstances and determina on of the scope of your 
liability. In each case of denial of personal data removal, we shall inform you on the reasons of 
such denial along with the legal grounds thereof. 

In case of doubts regarding the method of processing personal data, you can receive explana on from us 
and have the right to file an inquiry, a reserva on or a complaint to the supervisory body. 

The basis for processing data are in par cular the effec ve regula ons and provisions of law and the 
consent if it was given by you. 

On the basis of the processed personal data decisions shall not be made automa cally as well as data 
shall not be used for profiling. 

We may share non-personally iden fiable informa on (such as anonymous usage data, referring/exit 
pages and URLs, pla orm types, number of clicks, etc.) with interested third par es to help them 
understand the usage pa erns for certain CryptoWits Sp. z o.o products and those of our partners. Such 
results consist solely of non-personally iden fiable informa on. Non-personally iden fiable informa on 
may be stored indefinitely 

You can access some of the informa on that we collect about you. For example, by logging into your 
account, you can access informa on regarding recent transac ons; certain personal data we maintain 
about you; your communica on preferences; and other se ngs. 

With respect to your communica ons preferences, you can unsubscribe from any materials by following 
the instruc ons included in the communica on le er you receive, or you can log into your account and 
update your email subscrip on op ons. If your email address has changed and you would like to 
con nue to receive materials, you will need to access your account, update your email address 
informa on in your account, and sign up again. 



You also have choices with respect to cookies, as described in Sec on 4 of the Policy. By modifying your 
browser preferences, you may be able to choose to accept all cookies, to be no fied when a cookie is 
set, or to reject all cookies. If you choose to reject all cookies some parts of our Websites may not work 
properly in your case. 

4. Cookies 

A cookie is a text file that is used for an origin website to send state informa on to a user s browser and 
for the browser to return the state informa on to the origin site. The state informa on can be used for 
authen ca on, iden fica on of a user session, user s preferences, shopping cart contents, or anything 
else that can be accomplished through storing text data on the user s computer. We only use session 
cookies which are essen al for the opera on of the service you request. These cookies do not contain 
any personal informa on and are deleted when you close your browser. Our or our third party s data 
processors websites use Google Analy cs, a web analy cs service provided by Google, Inc. (“Google”). 
Google Analy cs also uses cookies. The informa on generated by these cookies about your use of the 
website (including your IP address) will be transmi ed to and stored by Google on servers in the United 
States. Google will use this informa on for the purpose of evalua ng your use of the website, compiling 
reports on website ac vity for website operators and providing other services rela ng to website ac vity 
and internet usage. Google may also transfer this informa on to third par es where required to do so by 
law, or where such third par es process the informa on on Google s behalf. Google will not associate 
your IP address with any other data held by Google. You may refuse the use of cookies by selec ng the 
appropriate se ngs on your browser, however please note that if you do this you may not be able to use 
the full func onality of our website. By using our website, you consent to the processing of data about 
you by Google in the manner and for the purposes set out above. 

Informa on on some of your ac ons is subject to log into the server layer. This data is only used to 
administer the Website and to ensure the most efficient hos ng services, also for eviden al purposes in 
connec on with commi ed crimes or due to circumstances connected with seeking claims in civil 
proceedings. 

Browsed resources are being iden fied by URLs. Moreover, the following data may be stored: 

 date of request; 
 me of reply; 
 name of your sta on iden fica on carried out by HTTP, HTTPS protocols, 
 informa on on errors that occurred during the HTTP, HTTPS transac ons, 
 URL of the page previously visited (referrer link)  when the transi on to the Website took place 

by reference, 
 informa on about your browser, 
 IP address informa on. 

Some of the above data is not associated with par cular users using the Website. We do not associate 
this data with your personal data and do not use it for your iden fica on as it is only used for the 
purpose of server administra on. 

 

 



5. Disclaimer 

Please note that even though CryptoWits Sp. z o.o uses industry-leading measures to protect data, we 
cannot ensure or warrant the security of any informa on you transmit to CryptoWits Sp. z o.o or 
guarantee that your informa on on CryptoWits Sp. z o.o may not be accessed, disclosed, altered or 
destroyed by breach of any of our industry standard physical, technical or managerial safeguards. No 
method of transmission over the Internet or method of electronic storage, is 100% secure, however. 
Therefore, we cannot guarantee its absolute security. CryptoWits Sp. z o.o uses an internal protocol for 
security measures to ensure that outside personnel cannot access our databases. We also apply access 
restric ons and educate staff members on how to properly handle personal data. 

In case a personal data breach occurs that could result in a high risk to the rights and freedoms of natural 
persons, we will no fy you immediately in a no fica on describing the nature of the data breach, the 
likely consequences of the personal data breach and the measures taken to address it. 


